
Information regarding processing 
of personal data 

Backer AB, corp. ID. no. 556053-0569 (“Backer”) processes your data in connection with 
services provided to you by Backers. We value your integrity and would therefore like to 
inform you of how your data is processed.

Backer is the Personal Data Controller for the processing of your data. You can contact 
us by following this link to our contact form.

PERSONAL DATA PROCESSING 

CONTACT PERSONS WITH CUSTOMERS, SUPPLIERS & THIRD PARTIES

PURPOSE & LEGAL GROUND PROCESSING DATA CATEGORIES

We process your informa-
tion in order to contact and 
correspond with you in your 
capacity of contact person 
for a company. The legal 
ground for the processing is 
our legitimate interest, which 
is to create effective business 
collaborations.

• Store
• Register
• Read
• Delete
• Update

• Name
• Address
• Telephone number
• E-mail
• Title

HOW LONG DO WE STORE YOUR INFORMATION? 
We store your information during active business relations. A current business relation 
requires there to be active correspondence between the parties or a current transaction, 
such as a payment, in the past year.

WHO HAS ACCESS TO YOUR INFORMATION? 
We share your information with IT suppliers.
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https://app-de.onetrust.com/app/#/webform/741569a7-70a0-48e3-b561-811331f95e8c


Camera surveillance
PURPOSE AND LEGAL BASIS CATEGORIES OF INFORMATION
The legal basis for the treatment is our legitimate interest in maintaining a high level of 
security in and around our premises. Cameras are located outdoors around the A, B, C and D 
factories. We process your information to monitor facades and entrances to our properties. 
The legal basis for the treatment is our legitimate interest in preventing crime and 
vandalism and maintaining a high level of security in our area.

HOW LONG DO WE SAVE YOUR DATA?
We save your information for a maximum of ten days after recording. The reason why we 
need to store it for10 days is that we need to establish that nothing has happened on / in 
our premises and properties during, for example, holidays and other long vacations before 
the data is deleted. In case of suspicion of crime, we act according to the description below.

WHO HAS ACCESS TO YOUR INFORMATION?
We share your personal information with the police in case of suspicion of crime. In 
connection with the police report, the police are informed that there is material from the 
camera surveillance that can be used in the investigation. If the police believe that the 
material may be of interest to the investigation, the material is saved and stored in safes 
until the police collect the material. If the police do not collect the material, it will be deleted 
in connection with us being informed that the investigation has been closed. We will also 
give service companies an opportunity to connect if needed. Service companies can not take 
part in recorded material but can only connect for service purposes.

Your rights 
If the processing is based on your consent, you may at any point withdraw this consent. 
Such a withdrawal does not, however, affect the legality of the processing based on your 
previo-us consent, up to the point of its withdrawal. In accordance with data protection 
legislation, you may request to be informed of what personal data is being processed and 
demand that incorrect data be corrected.

You can also object to and demand limitation to processing of your personal data, and de-
mand that your personal data be deleted. You are also entitled to submit a complaint to the 
relevant supervisory authority (the Swedish Data Protection Authority).

You may under certain conditions receive your personal data stored by us in a structured, 
general, and machine-readable format and you may transfer this data to another controller 
(data portability).
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